Cyber Warfare Reflection  
Intro to Cyber Security Name \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. What is the purpose of a cyber-attack? What type of damage can be done through a cyber-attack?
2. What are the benefits of a cyber war over a traditional war?
3. Cyber-attacks are not always perpetrated by nation-states like the US, Russia, China, etc. Who are some of the other groups that are not nations that are engaged in cyber warfare?
4. What is the reason for engaging in cyber war for a non-nation? Why would a group choose to target a government’s computer systems?
5. Who should monitor this type of action?
   1. How should hackers be punished if they hack a government?
   2. What if they are working for another government?
   3. What if they don’t attack a government but instead attack a company or group?
   4. What if the target is a terrible organization like a hate or terrorist group?