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Cyber Warfare

Using the internet and other resources, research different an example of Cyber Warfare. In your research, answer each of the questions and present your final product to the class.

1. What act of Cyber Warfare are you researching, include names and dates.
2. Who was involved? Which party was the attacker? Which party was being attacked?
3. Were the parties involved part of a government or were they part of another company, group, or organization?
4. What were the motives behind the attack? Why was this attack being done and what was the desired outcome by the attacker?
5. What were the specifics of the attack? How did it work, what type of technology or vulnerability was involved?
6. How do we know who was involved? Did the attacker take responsibility or were they discovered through digital forensics? How were the actors involved discovered?
7. What was lost in the attack? Was there any physical damage, stolen money, or lost value?
8. What changes were made after the attack to prevent future attacks of this type?
9. What lessons can be learned from this attack? Would it be possible to prevent this from happening in the future?
10. How could you change your personal security based on what you learned from this attack?